Community Volunteers in Medicine

Donor Privacy Policy
Community Volunteers in Medicine is committed to protecting the privacy of its donors. CVIM maintains records that include general information about its donors which may contain names, mailing addresses, phone numbers, and email addresses where provided. Personal information gathered from donors, both online and offline donors, is for internal use only and is used solely for fundraising purposes and for cultivating relationships with donors. Donor information is stored on a secure, password-protected internal server.

If you are a current donor and no longer wish to be publicly acknowledged, please contact CVIM by phone at 610-836-5990.

What information CVIM collects from you
When you enter our website or submit personal information in any format, you can be assured that the only information we collect is that which is volunteered by you when you make a donation, send us feedback, or ask to be on our mailing list. We do not sell, share or trade any of this personal data, nor do we maintain any credit card information.

How CVIM uses the information we collect
The information we collect (names, addresses, phone numbers and email addresses) is stored in our secure, password-protected database of supporters. This helps us keep you updated on CVIM efforts, related issues, and special announcements.

If you do not want to receive materials from us, please contact CVIM.

Additionally, we comply with all regulations regarding storage and use of credit card information, including securing and destroying data and testing for PCI compliance.

What security measures CVIM has in place
Because we regularly deal with sensitive information, we have appropriate security measures in place in our physical facility to protect against the loss, misuse, or alteration of information that we have collected at our site.

How this Privacy Policy may be modified
From time to time, Community Volunteers in Medicine may change this policy. If we do, we will not use any personal information we have already collected from you in any new manner without first obtaining your consent.
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